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Mauser Packaging

ED HARRIS, CISO
• A people-oriented, hard-working, self-motivated, analytical thinker. 
• Career-minded and goal-oriented professional with a strong managerial background. 
• Ability to lead and motivate cross-functional, interdisciplinary teams to achieve tactical 
and strategic goals. 
• High level of personal integrity and the ability to professionally handle confidential 
matters and exude appropriate judgment and maturity. 
• Excellent communication and presentation skills. Demonstrated ability to serve as an 
effective member of senior management team and ability to communicate to a broad range 
of technical and non-technical management and staff. 

Mauser Packaging Solutions is a global leader in solutions and services across the packaging 
lifecycle, providing large and small metal, plastic, fiber and hybrid packaging worldwide 
to companies in industries from food, beverage, personal care and pharmaceuticals to 
chemicals, petrochemicals, agrochemicals and paints. Bringing together the very best of 
its four legacy companies— BWAY, MAUSER Group, NCG and ICS—Mauser Packaging 
Solutions offers its customers true sustainability at scale: of natural resources, supply 
chains, packaging performance and growth opportunities. Visit mauserpackaging.com.

WHAT ARE YOUR KEY DEPARTMENTAL OBJECTIVES 
OVER THE NEXT 6 TO 12 MONTHS? 
Extend our security program to our subsidiaries and 
acquisitions Achieve the AICPA Cyber Risk Management 
attestation Improve the overall maturity of our security 
program

 
WHAT IS YOUR CURRENT TECHNOLOGY STACK? 
We are a diverse multinational corporation. We have at 
least one of every technology on the market. Windows, 
Linux, Java, .Net, midrange computers, relational 
databases, noSQL databases, Hadoop clusters, etc.

HOW MANY PEOPLE REPORT TO YOU (BOTH DIRECTLY 
AND INDIRECTLY)? 
76

WHAT IS YOUR TOTAL BUDGET OVER THE NEXT 12 
MONTHS PERIOD? 
€25 to €50 million

PROJECT OR INITIATIVE DESCRIPTION 
We have a dozen major initiatives planned, including the 
implementation of a commercial identity governance 
platform, an endpoint security revamp, a centralized 
data loss prevention solution, runtime application self 
protection, bot mitigation services, extension of DDoS 
mitigation services to subsidiaries, etc.

WHAT NON-BUDGETARY CHALLENGES DO YOU 
ANTICIPATE?  
Obtaining buy in of internal partners such as IT 
infrastructure, IT operations, IT architecture, application 
development, human resources, legal, risk management, 
etc. to our objectives and getting those groups to 
prioritize security initiatives.

WHAT 3RD PARTIES ARE YOU HOPING TO MEET WITH? 
Vendors on our list include Sailpoint, Forcepoint, 
Contrast Security, and Crowdstrike, and Intel 471, to 
name a few.

WHAT IS YOUR TIMELINE FOR IMPLEMENTATION?  
These are our projects for the next twelve months.

WHAT IS YOUR BUDGET FOR THIS PROJECT? 
My total cap ex and op ex budget is about €25.5 million.
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What technology/services are of strategic importance to you in the next 12 months?

Please indicate level of need/importance below.

We realize everyone has priorities, so we asked the delegates theirs. This is so that we can create a more personalized 
experience for all our attendees.

Leveraging AI to enhance threat detection A

Convergence of Data Privacy and Data Security E

Protecting the enterprise against the emerging use of GenAI and LLMs C

Universal Privilege Management - Why you Need to Address More Than Passwords D

Save the SOC: How to Increase Investigation Speed, Efficiency and Accuracy A

Next Gen Browser Securiity C

Creating an Intelligence Forward Cyber Security Program A

Integrated and agile identity platform providing authentication and secure interactions for users, systems, and devices E

Optimizing security portfolio investment by focusing on best-of-platform vs. best-of-breed C

AI tools that can quickly repair or recover files to enhance remediation C

Continuous Visibility of Security and Compliance Across On-Premises Assets, Endpoints and Multi-Cloud Environments B

Creating a Zero Trust Environment E

Five Best Practices When Deploying Zero Trust in the Modern Data Center A

Bot mitigation and prevention strategies D

Delivers advanced managed services and solutions for cybersecurity, cloud, artificial intelligence (AI), machine learning (ML), 
and IT modernization.  
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